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Introduction for tutors

The purpose of this evidence booklet is to provide a simple and manageable solution for gathering evidence for this qualification. 
It is intended that you, the tutor, complete this evidence booklet to show how the candidate has evidenced the assessment criteria (AC) for this qualification.  It is not intended that you give this booklet to the candidate to complete as they will not have the necessary word processing skills to meet the evidence requirements.  

This OCR evidence booklet must be completed in its entirety prior to submission.  
If your centre works in an environment within which evidence generation is restricted please refer to the grey boxes included within certain tasks as appropriate.  These grey boxes provide additional guidance for how evidence generation issues can be overcome.

ASSESSMENT AND QUALITY ASSURANCE

All evidence must be marked before submission. This should be indicated through a tick and/or feedback comment on each answer. Tutors/Centre assessors must judge candidates’ evidence against the assessment criteria identified in the unit.

Candidates’ work should be checked so that there are no gaps in evidence. Incomplete evidence must not be submitted. The relevant AC is listed against the title of each task.

Witness statements must be fully completed by the witness (i.e. tutor, assessor, supervising person). Candidates must not complete any part of the witness statements. 

For tasks where supporting evidence such as witness statements or photographs is required, centres should ensure this additional evidence is included as part of the submission.

Centres should have an internal standardisation process in place to ensure consistency of internal assessment decision across assessors. For further guidance, refer to the centre handbook section 3 which is available to download from the OCR website: www.ocr.org.uk
Feedback can be given to candidates as they complete the tasks within the assignment. Any feedback given should be on a general level so that the candidate can take the initiative in making any changes.  If the centre assessor identifies AC which have not been completed to the required standard, candidates may reattempt these AC as many times as they wish.  Evidence that does not meet the AC should not be submitted for moderation.

There is no limit on the time allowed to candidates in meeting the evidence requirements for this qualification.
SUBMITTING EVIDENCE
Answers should be individual to the candidate. 

All evidence submitted must be legible. If evidence is scanned for electronic submission, please ensure that the scanned copy is clearly legible and that pages are in the correct sequence and orientation. 

A Candidate Submission Sheet must be completed in line with OCR Administration Guide for postal submissions. The sheets are available to download from the qualification pages on the OCR website: www.ocr.org.uk. 

Please note that OCR is unable to return candidate work to centres, so centres may wish to take a copy before submitting evidence.

FEEDBACK TO CENTRES

Examiner-moderators will complete an electronic Centre Feedback Report Form (e-NQF6) for each batch submitted. Reports are accessed through OCR Interchange.
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Task 1
Be able to follow procedures to start up and shut down digital devices
AC1.1 – Start up a device using authentication
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Identify the method of authentication used 

(e.g. pattern lock, pin code, etc.)


EVIDENCE (showing the candidate starting up their device using authentication):


Witness statement


Screen shots


Photographs


Recordings
Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate starting up their device using authentication here or in a separate document




AC1.2 – Shut down device using safe procedures
Has the candidate:
	Task
	Yes
	No

	Powered off OR logged off safely (if using a PC or laptop have they followed shutdown procedures)
	
	


EVIDENCE (showing the candidate shutting down their device using safe procedures):


Witness statement


Screen shots


Photographs


Recordings

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate shutting down their device using safe procedures here or in a separate document




Task 2
Be able to become familiar with interface features of digital devices and their safe use
AC2.1 – Identify features of a device and demonstrate their use

Ask the candidate to carry out a range of activities so that they can answer the following questions:

Which input device did the candidate use to select an item (e.g. touch screen)?
	


What item did the candidate open when using your device (e.g. app)?

	


What device did the candidate use to input text (e.g. keyboard)?

	


EVIDENCE before and after (e.g. opening an app):


Witness statement


Screen shots


Photographs


Recordings

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate demonstrating the use of interface features on their digital device here or in a separate document




AC2.2 – Charge device safely
	Has the candidate charged their device safely?
	
	
	OR
	
	Has the candidate identified the power cable and where it plugs in, if using a PC?
	


EVIDENCE (showing the candidate charging their device safely):


Witness statement


Screen shots


Photographs


Recordings

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate charging/connecting their device safely here or in a separate document



	Additional Guidance:

Within offender learning, if it is not possible to charge a device, then the candidate must still demonstrate their knowledge of how they would carry out this activity.


AC2.3 – Identify how to use a device safely
Take the following quiz with the candidate to show whether the statements are true or false.  You may adapt the wording if required so that candidates understand the statements.
	
	True
	False

	It doesn’t matter how you hold your phone/tablet when using it.
	
	

	It is safe to stare at your device’s screen for long periods of time.
	
	

	It is safe to keep using your phone/tablet for long periods of time without stopping.
	
	


Task 3
Be able to use digital devices to safely search for information
AC3.1 – Open and close a browser on a device
AC3.2 – Locate a search engine


Has the candidate recognised and opened a browser?

Has the candidate closed a browser?
Identify the browser the candidate used:
	


Which search engine opened automatically in the browser?
	


Which search engine did the candidate choose to open?

	


EVIDENCE (showing how the candidate opened and closed a browser on their digital device and how the candidate located a search engine):

Witness statement


Screen shots


Photographs


Video recording

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate opening and closing a browser on their digital device and how you located a search engine here or in a separate document



	Additional Guidance:

Within offender learning, where internet access is denied, Virtual Campus (VC) can be used.  Where access to a search engine is required candidates could conduct their searches using the resources section of the VC.


AC3.3 – Type given search criteria into search field
First search criteria you provided: 
	



Has the candidate completed the first search run to obtain a list of search results?
Second search criteria you provided: 

	



Has the candidate completed the second search run to obtain a list of search results?
EVIDENCE (showing the candidate typing given search criteria into a search field on their digital device):


Witness statement


Screen shots


Photographs


Video recording

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate typing given search criteria into a search field on their digital device here or in a separate document



	Additional Guidance:

Within offender learning, where internet access is denied, Virtual Campus (VC) can be used.  Where access to a search engine is required candidates could conduct their searches using the resources section of the VC.


AC3.4 – Identify how to use a search engine safely
Take the following quiz with the candidate to show whether the statements are true or false.  You may adapt the wording if required so that candidates understand the statements.
	
	True
	False

	If an advert pops up when you are using a search engine you should open it straight away.
	
	

	All websites on an internet search are safe and reliable.
	
	


Task 4

Be able to use digital devices to safely locate information
AC4.1 – Open a website from a search result list
AC 4.2 – Use browser features to move between webpages
Has the candidate selected a website/page from a search result list?
Has the candidate used back and forward buttons to move between pages?
EVIDENCE (showing how the candidate opened a website from a search result list and used browser features to move between webpages):

Screen shots


Photographs


Video recording

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate opening a website from a search result list and using browser features to move between webpages on their digital device here or in a separate document



	Additional Guidance:

Within offender learning, where internet access is denied, Virtual Campus (VC) can be used to meet these assessment criteria.


AC 4.3 – Identify information on a website/page

Has the candidate pointed to images on a website/page?






Has the candidate pointed to text on a website/page?

Has the candidate identified an advert banner on a website/page

that might lead to spam/inappropriate pages?*
EVIDENCE (showing the candidate identifying information on a website/page on their digital device):

Witness statement


Photographs

Photographs


Video recording

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate identifying information on a website/page here or in a separate document


	Additional Guidance:
*Within offender learning, centres who operate in an environment within which evidence generation is restricted, may struggle to meet this requirement, even using Virtual Campus (VC).  In this scenario candidates must demonstrate their knowledge of what an advert banner might look like on a website/page and what this might lead to if clicked on.


Task 5

Be able to use digital devices to receive and send electronic messages
AC5.1 – Open and close electronic messaging software

Which messaging software did the candidate use?  

Has the candidate opened up messaging software?
Has the candidate closed messaging software?
EVIDENCE (showing the candidate opening up and closing down messaging software on their digital device):


Screen shots


Photographs

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate opening up and closing down electronic messaging software on their digital device here or in a separate document



	Additional Guidance:
Within offender learning, where internet access is denied, Virtual Campus (VC) can be used to meet this assessment criterion.


AC5.2 – Open an electronic message

Has the candidate opened an electronic message you have sent them?

EVIDENCE (showing the candidate opening an electronic message on their digital device):


Screen shots


Photographs

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate opening an electronic message on their digital device here or in a separate document



	Additional Guidance:
Within offender learning, where internet access is denied, Virtual Campus (VC) can be used to meet this assessment criterion.


AC5.3 – Reply and send an electronic message


Has the candidate keyed in an electronic message that you provided?


Has the candidate sent the electronic message back to you? 

EVIDENCE (showing the candidate keying in and sending an electronic message on their digital device):


Screen shots


Photographs

Other (specify)

	CANDIDATE EVIDENCE:

Include evidence of the candidate replying to and sending an electronic message on their digital device here or in a separate document



	Additional Guidance:
Within offender learning, where internet access is denied, Virtual Campus (VC) can be used to meet this assessment criterion.
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Centre assessor’s name (Block capitals)  	





I confirm that I have read the Introduction for Tutors overleaf.





I confirm that I have authenticated the candidate’s work and am satisfied that to the best of my knowledge the work produced is solely that of the candidate.





I confirm that 


all tasks have been completed


I have marked the work following the assessment guidance 


the work meets the assessment criteria. 





Centre assessor’s name 	





Centre number 	





Completion date 	








Internal quality assurer’s (IQA) name (Block capitals) 	





I confirm that I have checked this booklet and agree with the assessment decision.
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Date of quality assurance 		
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