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Completed evidence checklists must be submitted with candidate work for each unit. No substitute is permitted.

Centre assessors must assess the candidate’s work prior to submission.

Only units that have been achieved should be submitted for moderation.

Please note that where candidates are required to demonstrate amendments/replacements/moves/deletions, before and after evidence will need to be submitted.

All pages must be numbered and the page number referenced on this form.  The examples given are indicative of the learning context at each level and are not intended to form a prescriptive list for the purpose of assessment. However, Evidence requirements (in bold italics), must be followed.



	Criteria
	Evidence Requirements 
	Details/Page Number/Location of Evidence

	C1 	Stay safe and secure when working with collaborative technology.
C1.1 	Explain what and why guidelines need to be established for working with collaborative technology 

C1.2 	Develop and implement guidelines for good practice in working with collaborative technology 

	C1.1 & 1.2 Present copies of existing guidelines, and also explain the rationale for guidelines and use this information to develop and implement guidelines covering five different areas relevant to working with collaborative technology. 

Examples:  Guidelines set by your organisation or community of interest; about uses, security, safety, copyright, plagiarism, libel, confidentiality and data protection; ways to communicate and promote guidelines about online security, confidentiality and data protection.  Prevent inappropriate disclosure of personal information, misuse of images, inappropriate language or content, copyright infringement.  Encourage, respect, confidentiality, appropriate archiving, security, data protection, safety. Compare sources, cross references, third party reference.
	     

	C1.3 	Explain how to establish an identity or present information that will promote trust 

C1.4 	Develop and implement guidelines for checking the authenticity of identities and different types of information 
	C1.3 & 1.4 Explain a minimum of five methods of promoting trust within collaborative technologies and develop and implement guidelines for checking the authenticity of identifies and different types of information.

Examples:  Contact information, membership of professional bodies, recommendations, links, certification, policies, standards.  
	     

	C1.5 	Analyse and plan for the risks in the use of collaborative technologies for different tasks 

C1.6	Analyse and manage risks in the use of collaborative technologies

	C1.5 & 1.6 Analyse, plan for and manage the risks in the use of collaborative technologies for different tasks, by Investigating five different risks to using collaborative technologies and develop contingency plans to mitigate the likelihood of the identified risks. 

Examples:  Inappropriate disclosure of personal information, misuse of images, appropriate language,  cyber-bullying, tasteless or unsuitable personal comments, respect confidentiality, copy lists, what to do in a power cut, about data loss; risk analysis, risk monitoring, contingency planning, updating risk management policy.  Offensive or illegal content; policies and procedures on using the collaborative technology; organisational policies and procedures on behaviour; legal and regulatory requirements relating to behaviour and content e.g. Equality Act 2008; Computer Misuse Act 1998; Copyright law. 
	     



	Criteria
	Evidence Requirements
	Details/Page Number/Location of Evidence

	C2 	Plan and set up IT tools and devices for collaborative working.
C2.1 	Explain the features, benefits and limitations of different collaborative IT tools and devices for work purposes and tasks
	C2.1 Explain Collaborative tools and devices relating to five different tasks should be explained in terms of their benefits, limitations and features.
 
Examples:  Will vary according to the task, however, may include: sharing, displaying and recording information, discussing and reflecting, establishing identity, joining interest groups, developing ideas, contributing to research, carrying out research, exporting information to other formats, establishing communities of interest, manage identities, managing data, reducing travel costs.  Devices: Hardware: mobile, laptop, desktop, peripherals (e.g. headset, handset, microphone, camera, 3G modem); Software: products, services, sites.  Communications media: Text, audio/spoken, still/video/animated images, costs.
	     

	C2.2 	Determine the IT tools and processes needed for archiving the outcomes of collaborative working
	C2.2 Use the most appropriate tools and methods to ensure appropriate archiving for at least three outcomes.

Examples:  Measurable (e.g. document, minutes, notes, project plan, transcript); ephemeral (e.g. conversation, agreement); whether an audit trail is needed.  Hardware: mobile, laptop, desktop, peripherals (e.g. headset, handset, microphone, camera, 3G modem); Software: products, services, sites. 
	     

	C2.3 	Summarise ways to integrate different collaborative technology tools and devices for a range of purposes, tasks and communication media
	C2.3 Summary of how different collaborative technology tools and devices can be incorporated to support five collaborative tasks, purposes and their most appropriate communications media.

Examples:  Hardware: mobile, laptop, desktop, peripherals (e.g. headset, handset, microphone, camera, 3G modem); Software: products, services, sites.  Communications media: text, audio/spoken, still/video/animated images.  Facilities: network access, telephone access, quiet location. Roles: chair, facilitator, technical support.
	     

	C2.4 	Explain potential access and compatibility issues with integrating different collaborative technology tools and devices 
C2.6 	Resolve access and compatibility problems so that different collaborative tools and devices work successfully
	C2.4 & 2.6 Describe five different potential access and compatibility issues which have arisen when attempting to integrate different collaborative technology tools and devices and use this knowledge to provide five examples of resolving such issues.

Examples:  Between browser software, operating systems, plug-ins, hardware.  Access: Download software, agree terms and conditions, register or set up an ID; accessibility issues, adjusting access settings Connect to another site, check whether both sites are connected, connect to multiple sites, check when multiple sites are connected, adjust clarity; IP address, adjust set-up options, the Open Systems Interconnection (OSI) model, facilities for sharing files and applications across multiple sites. 
	     

	C2.5 	Select, connect and configure combinations that exploit the capabilities and potential of collaborative tools and devices 
	C2.5 Select, connect and configure at least five examples of combinations of collaborative tools and devices in order to utilise their capabilities to deliver the best possible environment for collaboration for tasks and purposes.

Examples:  Connect to another site, check whether both sites are connected, connect to multiple sites, check when multiple sites are connected, adjust clarity; IP address, adjust set-up options, the Open Systems Interconnection (OSI) model, facilities for sharing files and applications across multiple sites. 
	     




	Criteria
	Evidence Requirements
	Details/Page Number/Location of Evidence

	C3 	Prepare collaborative technologies for use.
C3.1 	Evaluate data management principles, issues and methods
C3.5 	Manage data flow to benefit collaborative working
	C3.1 & 3.5 Assess five different data management principles, the issues that arise in complying with the principles and the methods and apply them to data flow.

Examples:  Sources, subscription details, terms and conditions; aims of data management; benefits, features and limitations of networks and feeds; what constraints need to be overcome, what level of restrictions to apply. 
	     

	C3.2 	Manage levels of access and permissions for different purposes
	C3.2 Manage five different examples of supervising access and permission to use collaborative tools and devices using appropriate standards and guidelines or explain how they can be set.

Examples:  Permissions: web address, telephone number, user name and password, set up user names and access codes.  Access: download software, agree terms and conditions, register or set up an ID; accessibility issues, adjusting access settings; accessibility standards. 
	     

	C3.3 	Select and integrate different elements across applications to create environments for collaborative technologies
	C3.3 Provide five examples of integrating different elements across applications to create appropriate environments for collaborative technologies 
. 
Examples:  User interface – choose skins, templates, widgets, wizards, cut and paste from other sources; work environment – lighting, position of devices. 
	     

	C3.4 	Set and adjust settings to facilitate use of collaborative technologies by others
	C3.4 Provide five examples of setting up hardware, browsers and security settings for others to use a range of collaborative technologies and making adjustment to those settings to meet the needs of particular users or tasks.

Examples:  Hardware – colour, type size, window size, volume; Browser – cookies, pop-ups; Security settings – firewall. 
	     




	Criteria
	Evidence Requirements
	Details/Page Number/Location of Evidence

	C4 	Manage tasks using collaborative technologies.
C4.1 	Determine levels of responsibility for the use of collaborative technologies
	C4.1 Review five different roles held by those engaging in using collaborative technologies establish the appropriate levels of responsibility.

Examples:  Managers, users, facilitators, technical staff, guidelines, policies, roles and responsibilities.  Follow the rules of ‘netiquette’, respect others contributions, avoid dominating and not responding; legal and cultural issues; user rules, moderations policies, ethical issues. 
	     

	C4.2 	Facilitate others’ responsible contributions to and engagement with collaborative technologies 
C4.3 	Manage the moderation of collaborative technologies
	C4.2 & 4.3 Provide five different examples of supporting and regulating other users to make responsible contributions to a wide range of collaborative contributions.

Examples:  Follow the rules of ‘netiquette’, respect others contributions, avoid dominating and not responding; legal and cultural issues; user rules, moderations policies, ethical issues.  Guidelines, policies, procedures. Reporting inappropriate content; checking post, monitoring audio/visual discussion. 
	     

	C4.4 	Oversee the archiving of the outcomes of collaborative working
	C4.4 Provide four examples of monitoring the appropriate archiving of outcomes of collaborative working, in line with organisational policies, procedures and legal requirements by others. 

Examples:  Cut, paste, save; record, transcribe, policies, procedures, legal requirements. 
	     

	C4.5 	Explain what problems can occur with collaborative technologies 
C4.6 	Respond to problems with collaborative technologies and be prepared to help others to do so
	C4.5 & 4.6 Provide at least four examples explaining what problems may occur and how they could be resolved.  Provide at least one explanation of how you responded to a problem.

Examples:  Routine (e.g. settings, software not responding, hardware connections); non-routine (e.g. access, transmission speed, bandwidth); complex (e.g. compatibility).  Follow on screen help, know how to ask for expert help; use diagnostic wizards, check bandwidth. 
	     


I state that the evidence for this unit is included on the specified printouts (or saved electronic files) indicated above.
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